Cybersecurity: The Largest Portfolio of Cybersecurity Technologies for Government

To enhance the resiliency of public sector cyber defenses and protect systems against internal and external threats, government agencies and their business partners need rapid, reliable access to the strongest tools available -- and the expertise to help them choose the right products.

immixGroup represents an unmatched array of technologies from more than 90 top cybersecurity vendors. We understand the complex security challenges threatening our nation’s government and critical infrastructure and the relevant initiatives that are driving technology acquisition, such as the Department of Homeland Security’s Continuous Diagnostics and Mitigation (CDM) program.

We make it easy for agencies, systems integrators, and solution providers to select and source the right products through preferred contract vehicles, allowing them to:

- Identify IT threats and vulnerabilities
- Protect data and IT infrastructure
- Detect malicious activities
- Respond to incidents
- Recover to restore mission operations
A10 Networks makes high-performance products that help organizations of all sizes accelerate, optimize and secure their applications.

The A10 Networks product family is based on a high-performance appliance platform that is architected for today’s and tomorrow’s applications, enabling multiple features to run on a single appliance without compromising performance.

3 West Plumeria Drive, San Jose, CA 95134, http://www.a10networks.com

Aerohive enables our customers to simply and confidently connect to the information, applications, and insights they need to thrive. Our simple, scalable, and secure platform delivers mobility without limitations. For our customers worldwide, every access point is a starting point.

330 Gibraltar Drive, Sunnyvale, CA 94089, http://www.aerohive.com

Avast! antivirus software provides complete virus protection for your computer. Antivirus engine is complemented by anti-spyware, firewall and antispam modules to protect you against phishing schemes, identity theft and internet-distributed web viruses. Automatic updates for greater user convenience and safety. Top user ratings among free antivirus software.

Trianon Office Building, Budějovická 1518/13a, 140 00, Praha 4, Czech Republic, http://www.avast.com

APCON develops innovative, scalable technology solutions to enhance network monitoring, support IT traffic analysis, and streamline IT network management and security. APCON delivers state-of-the-art IT data aggregation, filtering, and network switching products, as well as leading-edge management software. With thousands of chassis installed in data centers spanning 40 countries, APCON technologies have become the new standard by which organizations are planning their network monitoring strategies. APCON products provide businesses with the flexibility and means to manage their data centers more efficiently, resulting in savings across the board — including time, resources, energy and maintenance. APCON is headquartered near Portland, Oregon, where it has operated since 1993. APCON’s in-house staff manages product design and development, PCB manufacturing, quality assurance and final testing, customer training and long-term servicing of its solutions — whether for a system with a single switch or a global installation that spans multiple geographical locations.

9255 SW Pioneer Court, Wilsonville OR 97070, http://www.apcon.com

AppDynamics is the leading provider of application management for modern application architectures in both the cloud and the data center, delivering solutions for highly demanding distributed, dynamic, and agile environments.

Companies such as Netflix, Priceline, and TiVo use AppDynamics to monitor, troubleshoot, diagnose, and scale their production applications.

AppGate brings together a set of differentiated cloud- and hybrid-ready security and analytics products and services. These include AppGate SDP, the industry’s leading Software-Defined Perimeter solution, the Total Fraud Protection suite of risk-based authentication and digital threat protection capabilities and a range of innovative threat management and analytics offerings including the Brainspace digital investigations platform and the company’s Immunity range of offense-oriented software and adversary simulation services.

2751 North Miami Avenue, Suite 7, Miami, FL 33127,
https://www.appgate.com/

What does ASG do: ASG Technologies is a global software provider enabling mission-critical technology solutions for leading edge environments. Currently supporting thousands of customer installations worldwide, across multiple industries such as financial services, healthcare, telecommunications, retail, transportation, government and education, and manufacturing, ASG’s innovative products and services provide peace of mind to every enterprise with proven solutions for information access, management and control.

What type of technology: The breadth of ASG’s product portfolio gives it a unique position to provide innovation for its customers in multiple technology areas. ASG offers mobile workforce solutions; enterprise level data intelligence; content solutions that deliver management and output customization; mainframe and system management products such as application, performance and operations; and a range of data protection solutions.

708 Goodlette Road North, Naples, FL 34102,
http://www.asg.com

ATADATA is a company founded by seasoned technologists with a mission to simplify complexities in enterprise IT and cloud transformation through workload portability automation. ATADATA develops automated technology for IT discovery, live workload migrations, database availability, and OS upgrades. Without agents, downtime, and having native encryption to ensure the highest levels of data security, ATADATA dramatically reduces costs, complexities and timelines associated with traditional transformation processes, enabling partners to quickly, easily and cost-effectively deliver the benefits of their IT and cloud managed service offerings to enterprise customers.

22 Technology Parkway South, Peachtree Corners, GA 30092,
http://www.atadata.com

Attivo Networks™ is the leader in dynamic deception technology, which in real-time detects intrusions inside the network, data center, and cloud before the data is breached. Leveraging high-interaction deception techniques, the Attivo BOTsink® Solution lures BOTs/APTs to reveal themselves, without generating false positives. Designed for efficiency, there are no dependencies on signatures, database lookup or heavy computation to detect and defend against cyber threats. Attivo solutions capture full forensics and provide the threat intelligence to shut down current and protect against future attacks.

47697 Westinghouse Dr. Suite 201, Freemont, CA 94539,
https://www.attivonetworks.com/

Founded in 2010 by principals from Postini, Authentic8 is redefining how the browser is used to
Technology Categories: Security

access web data. Its flagship product, Silo, is a cloud-based secure browser. Silo creates a perfect insulation layer between the user and the web, keeping all web code isolated in a contained environment but delivering an encrypted display of the browser session. Silo also helps manage login credentials, device access controls data use policies, secure storage, attribution, and more. The Silo browser is built fresh at session start, and destroyed at session end, ensuring that users remain secure, compliant, and anonymous online. Try Silo risk free at www.authentic8.com.

201 San Antonio Circle, Suite 245, Mountain View, CA 94040,
http://www.authentic8.com
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Barracuda Networks Inc. offers industry leading products for three distinct markets. As the worldwide leader in content security appliances, Barracuda Networks offers products that protect organizations from threats over email, Web, and IM. With a strong security heritage, Barracuda Networks offers networking products that improve application delivery and network access with SSL VPN, Internet link load balancing, and server load balancing product lines. Finally, Barracuda Networks offers world-class solutions for backup and data protection that include message archiving, backup software and appliances, and offsite backup services.

3175 Winchester Blvd., Campbell, CA 95008,
http://www.barracudanetworks.com
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Founded in 1985, BeyondTrust is the global leader in privilege authorization management, access control and security solutions for virtualization and cloud computing environments. BeyondTrust empowers IT governance to strengthen security, improve productivity, drive compliance and reduce expense. The company’s products eliminate the risk of intentional, accidental and indirect misuse of privileges on desktops and servers in heterogeneous IT systems. More than half of the companies listed on the Dow Jones Industrial Average rely on BeyondTrust’s PowerBroker suite of products to secure their enterprises. Five of the top ten commercial banks and two of America’s largest private companies have adopted PowerBroker to secure guest operating systems and ESX hypervisors in a virtualized environment.

30401 Agoura Rd., Suite 200, Agoura Hills, CA 91301,
http://www.beyondtrust.com
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Bivio Networks delivers networking systems for DPI-enabled applications and services essential for network security, visibility, control and monetization. Only Bivio Networks delivers a broad-based approach to DPI-enabled applications and services, combining wire-speed performance, advanced networking technologies and a standard Linux environment. Bivio products simplify and speed the development and deployment of a wide-range of applications to better control and increase the value of networks.

4457 Willow Road, Suite 200, Pleasanton, CA 94588,
http://www.bivio.net
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BlueCat IP Address Management, DNS and DHCP solutions provide the foundation to build elastic networks that scale to match the ever-changing and unique demands on your infrastructure. We enable the reliability of your core network services and securely connect the people, physical devices, virtual machines and applications that drive your business. Enterprises and government agencies worldwide trust BlueCat to solve real business and IT challenges – from device on-boarding for BYOD to network consolidation and modernization to managing and automating virtualization, cloud and the Internet of Things.

12110 Sunset Hills Road, Suite #600, Reston, VA 20190,
http://www.immixgroup.com/cyber/
Carbon Black is the leading provider of next-generation endpoint security. Carbon Black’s Next-Generation Antivirus (NGAV) solution, Cb Defense, leverages breakthrough prevention technology, “Streaming Prevention,” to instantly see and stop cyberattacks before they execute. Cb Defense uniquely combines breakthrough prevention with market-leading detection and response into a single, lightweight agent delivered through the cloud. With more than 7 million endpoints under management, Carbon Black has more than 2,500 customers, including 30 of the Fortune 100. These customers use Carbon Black to replace legacy antivirus, lock down critical systems, hunt threats, and protect their endpoints from the most advanced cyberattacks, including non-malware attacks.

266 Second Ave, Waltham, MA 02451,
https://www.carbonblack.com/

Catbird delivers security for private clouds. Dynamic protection, real-time verification and automated policy enforcement. Virtualization has fundamentally changed IT infrastructure, yet policy and compliance has largely remained static, a dusty three-ring binder in a world of big data. Catbird’s innovative policy engine makes policy and compliance an active participant in the cloud and virtual infrastructure fabric, empowering organizations to leverage these dynamic architectures without compromising security and compliance posture.

1818 Library Street, Suite 500, Reston, VA 20190,
http://www.catbird.com/

Centrify is redefining the legacy approach to Privileged Access Management by delivering multi-cloud-architected, Identity-Centric PAM to enable digital transformation at scale. Centrify Identity-Centric PAM establishes a root of trust and then grants least-privilege access just in time based on verifying who is requesting access, the context of the request and the risk of the access environment. Centrify centralizes and orchestrates fragmented identities, improves audit and compliance visibility, and reduces risk, complexity, and costs for the modern, hybrid enterprise. Over half of the Fortune 100, the world’s largest financial institutions, intelligence agencies, and critical infrastructure companies, all trust Centrify to stop the leading cause of breaches – privileged credential abuse.

3300 Tannery Way, Santa Clara, CA 95054,
http://www.centrify.com

Check Point Software Technologies Ltd. (www.checkpoint.com) is a leader in securing the Internet. It is a market leader in the worldwide enterprise firewall, consumer Internet security and VPN markets. The software blades platform, the company delivers a unified security architecture for a broad range of perimeter, internal, Web.

959 Skyway Road,
Suite 300,
San Carlos, CA 94070,
http://www.checkpoint.com

Checkmarx is an application security software company whose mission is to provide enterprise organizations with application security testing products and services that empower developers

http://www.immixgroup.com/cyber/
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to deliver secure applications. Checkmarx’s CxSAST is an unparalleled source code analysis solution that fits in seamlessly with how developers work and generates real value for developers with its ease of use and significant time-saving features. CxSAST scans over 20 programming languages for security vulnerabilities and addresses industry compliance regulations (HIPAA, PCI-DSS, OWASP, FIPS). Amongst the company’s 1,000 customers are five of the world’s top ten software vendors and many Fortune 500 and government organizations.

5250 Old Orchard Road, Suite 300, Skokie, IL 60077,
http://www.checkmarx.com
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Cisco is the worldwide leader in networking that transforms how people connect, communicate and collaborate. From award-winning IP communications to mobility, customer care, Web conferencing, messaging, enterprise social software, and interoperable telepresence experiences, Cisco brings together integrated network-based collaboration solutions based on open standards. These solutions, as well as services from Cisco and our partners, are designed to help promote business growth, innovation, and productivity. They also designed to help accelerate team performance, protect investments, and simplify the process of finding the right people and information.

70 West Tasman Dr., San Jose, CA 95134,
http://www.cisco.com
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Code42, the leader in cloud-based endpoint data security and recovery, protects more than 47,000 organizations worldwide. Code42 enables IT and security teams to centrally manage and protect critical data for some of the most recognized brands in business and government. From monitoring endpoint data movement and use, to meeting data privacy regulations, to simply and rapidly recovering from data incidents no matter the cause, Code42 is central to any organization’s data security strategy. Code42 is headquartered in Minneapolis, MN and backed by Accel Partners, JMI Equity, NEA and Split Rock Partners. For more information, visit code42.com.

100 Washington Ave, Suite 2000, Minneapolis, MN 55401,
https://www.code42.com/
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Corero Network Security is a leading provider of First Line of Defense solutions which stop distributed denial-of-service (DDoS) attacks, eliminate network downtime and protect IT infrastructure.

1 Cabot Road, Hudson, MA 01749,
http://www.corero.com
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CSG Invotas™ offers automated threat response capabilities built on proven carrier-grade activation technology. For more than 30 years, CSG has amassed a track record in building automated systems that solve business challenges, improve operations, preserve continuity and enhance profitability. CSG Invotas builds on this heritage with innovative security strategies that inspire CIOs and CISOs to think differently about secure enterprise management. For more information, please visit www.csginvotas.com.

201 North Union Street, Suite 350, Alexandria, VA 22314,
http://www.csginvotas.com

http://www.immixgroup.com/cyber/
Most security groups within organizations today use Word, Excel, and internal email to manage their daily security operations. The CyberSponse technology platform aims to dramatically improve efficiency and the effectiveness of the daily SecOps team’s efforts in the war against cybercrime, security and threats. Currently there is a staggering increase in cyber, physical and corporate threats while producing fertile opportunities for the security provider community. With HIPAA, GLBA, PCI, and other regulations designed to enforce the protection of private information, businesses face dramatically increasing costs associated with remediation and risk mitigation. The CyberSponse SecOps360 platform reduces risks by: creating efficiencies, load balancing the team members, providing situational analysis, reducing decision making during a crisis, and visualizing the responsibilities of team members. CyberSponse’s SecOp360 security operations platform, or “SOC in a BOX,” is a patent-pending, robust, stand-alone, on-premise and cloud based security management system. SecOp360 is used for cybersecurity, corporate security, business resilience teams with dozens of use cases around general security operations management. Each member of the SecOps organization now has instant access to toolsets including: monitoring systems, IDS, firewalls, SIEMs, malware analysis, executive reporting, ticketing systems, executive notifications, threat intelligence feeds, and much more. These enterprise features bridge today’s widening gap between operations, law enforcement, HR, PR, legal and executive management working with security operations. The platform interconnects many existing tools and acts as the “central operating hub” of the security operations team, connecting all the roles, contacts, departments and technology all together via its robust API and its STIX, XML, and JSON integration technology.

14747 N Northsight Blvd #111, Scottsdale, AZ 85260,
http://www.cybersponse.com

Cyphort is the next generation APT defense solution for Enterprise organizations. Cyphort provides a single pane of glass across perimeter and laterally moving threats, correlates threat signals before and after an incident, while eliminating noise from false alerts and red herrings. Cyphort has leveraged the power of machine learning and data science to build a next generation threat detection engine that evolves ahead of the threats. A virtualized deployment model combined with open API based integration allows customers to address APT security gaps across global locations while leveraging their existing investments in perimeter and endpoint security for threat defense. Cyphort is a privately held company headquartered in Santa Clara, California. For more information, please visit www.cyphort.com

2025 Gateway Place, Suite 300, San Jose CA 95110,
http://www.cyphort.com

Cyxtera Federal Group combines a worldwide footprint of 57 best-in-class data centers with a portfolio of modern, cloud and hybrid-ready security and analytics offerings - providing more than 3,500 enterprises, government agencies and service providers an integrated, secure and resilient infrastructure platform for critical applications and systems. For more information about Cyxtera visit https://www.cyxtera.com/federal-group.

2333 Ponce de Leon Blvd. Ste 900, Coral Gables, FL 33134,
https://www.cyxtera.com/federal-group

As experts in advanced threat protection and containment, Damballa discovers actual infections that have already bypassed security prevention layers. Damballa identifies evidence of malicious network traffic to rapidly pinpoint compromised devices that represent the highest risk to a business. Our patented solutions leverage Big Data from the industry’s broadest data set of consumer and enterprise network traffic, combined with machine learning. This enables us to automatically discover and terminate criminal activity, stop data theft, minimize business disruption and reduce time to response. Damballa protects any device or OS regardless of
threat entry point. Damballa protects approximately one billion devices globally at enterprises in every major market and for the world’s largest ISP and telecommunications providers. For more information, visit www.damballa.com, or follow us on Twitter @DamballaInc.


Duo helps defend organizations against breaches through its easy and effective cloud-based Trusted Access product suite. The company verifies the identity of users, and the health of their devices, before granting them access to applications. Duo’s balance of security and usability has led them to be an enduring and trusted partner to thousands of customers world-wide, including Dresser-Rand, Etsy, Facebook, K-Swiss, Random House, Yelp, Zillow, Paramount Pictures, and more. The Ann Arbor, Michigan-based company maintains offices in Austin, Texas; San Mateo, California; and London, and is backed by Benchmark, Geodesic Capital, Google Ventures, Index Ventures, Lead Edge Capital, Meritech Capital Partners, Radar Partners, Redpoint Ventures, True Ventures, and Workday. Visit duo.com to find out more.

123 North Ashley Street, Suite 200, Ann Arbor, MI, http://www.duo.com

Divide delivers easy, secure enterprise mobility, enabling organizations and individuals to get the most out of mobile technology and corporate BYOD policies. Divide offers a secure container solution that includes cloud-based management with advanced on-device technology for enterprise security and control without compromising personal freedom and privacy. Divide’s extensible BYOD (Bring Your Own Device) platform combines the security and manageability that IT demands with a wonderful user experience for employees.

56 West 22nd Street, New York, NY 10010, http://www.divide.com

Equifax is a global leader in consumer, commercial and workforce information solutions, that provides businesses of all sizes and consumers with insight and information they can trust. The Anakam Identity Suite® enables cost-effective strong authentication and identity management across an entire enterprise – customers, business partners, and employees. With tens of millions of end users, and software that deploys inside the enterprise or in the cloud, the Anakam Identity Suite is unique in the industry, providing progressive multi-channel capabilities that enable secure, trusted eBusiness to very large user-communities in a single platform. The suite includes two-factor authentication, remote identity proofing and verification, professional credentialing, and secure collaboration.

11710 Plaza America Drive, Suite 500, Reston, VA 20190, http://www.equifax.com

ESR, through its Ronathan platform, is a leading provider of next-generation IT compliance document review technology. Ronathan’s game-changing AI and machine learning solution leverages breakthrough document review technology to instantly reveal compliance gaps in any IT system or business unit-related documents. What once took hours or days to review now takes 5 minutes or less with more than 90% accuracy. This market-leading compliance document review tool can be efficiently installed and fully operational on-prem within 24 hours. ESR’s innovative legacy, spanning more than 15 years of experience within the civilian and defense agencies, is the force behind Ronathan. By combining its expertise with machine learning and AI, ESR has built a platform recognized by professionals as the missing tool in the
DevSecOps arsenal.

804 Key Highway Unit 153, Baltimore, MD 21230,
http://esr-inc.com/

Exterro, Inc. is the pioneer and leading provider of workflow-driven e-discovery software for corporations and law firms. The proven Exterro Fusion® platform delivers a 360 degree view into the critical data and workflows required for defensibly and cost-effectively managing e-discovery across the EDRM spectrum. The innovative suite of e-discovery applications built on the Fusion platform unifies all phases of e-discovery – from identification, legal hold and early case assessment (ECA) to collection, processing, analysis, review and production. Fusion’s open architecture integrates seamlessly with existing business processes and enterprise infrastructures.

10220 SW Greenburg Rd., Suite 410, Portland, OR 97223,
http://www.exterro.com

Extreme Networks provides converged Ethernet network infrastructure that support data, voice and video for enterprises and service providers. Extreme Networks’ network solutions feature high performance, high availability and scalable switching solutions that enable organizations to address real-world communications challenges and opportunities. Operating in more than 50 countries, Extreme Networks provides wired and wireless secure LANs, data center infrastructure and Service Provider Ethernet transport solutions that are complemented by global, 24x7 service and support.

3585 Monroe Street, Santa Clara, CA 95051,
http://www.extremenetworks.com

Fidelis Security Systems provides organizations with the network visibility, analysis, and control necessary to manage advanced threats and prevent data breaches. Built on a patented Deep Session Inspection® platform, the Fidelis XPS™ network security solution is capable of seeing, studying, and stopping advanced threats in real time by uniquely working at the session level where today’s threats occur. Fidelis enables its government, military, and commercial enterprise customers around the globe to achieve proactive situational awareness, content protection, threat mitigation, and application activity control.

4416 East West Highway, Suite 310, Bethesda, MD 20814,
http://www.fidelissecurity.com

FireEye and its unique approach to security has been featured in The Wall Street Journal, Fox News, BusinessWeek, Bloomberg TV, and other mainstream media. A leader in advanced technology, FireEye has received the Wall Street Journal Technology Innovation Award as well as the JPMorgan Chase Hall of Innovation Award.

http://www.immixgroup.com/cyber/
FireEye has invented a purpose-built, virtual machine-based security platform that provides real-time threat protection to enterprises and governments worldwide against the next generation of cyber attacks. These highly sophisticated cyber attacks easily circumvent traditional signature-based defenses, such as next-generation firewalls, IPS, anti-virus, and gateways. The FireEye Threat Prevention Platform provides real-time, dynamic threat protection without the use of signatures to protect an organization across the primary threat vectors and across the different stages of an attack life cycle. The core of the FireEye platform is a virtual execution engine, complemented by dynamic threat intelligence, to identify and block cyber attacks in real time. FireEye has over 3,700 customers across 67 countries, including 675 of the Forbes Global 2000.

1360 Willow Road, Menlo Park CA 94025, http://www.fireeye.com

FireMon is delivering security management solutions that enable organizations to be proactive. Monitoring for events in the network and responding to them are important functions of security. By focusing on providing advanced visibility, measurement, assessment and process improvements, FireMon’s products help detect weaknesses and recommend improvements in the network defense before any access is attempted.

8400 W. 110th Street, Suite 400, Overland Park, KS 66210, http://www.firemon.com

Forcepoint safeguards users, data and networks against the most determined adversaries, from accidental or malicious insider threats to outside attackers, across the entire threat lifecycle. Forcepoint protects data everywhere – in the cloud, on the road, in the office – simplifying compliance and enabling better decision-making to streamline security. Forcepoint empowers organizations to concentrate on what’s most important to them while automating routine security tasks. More than 22,000 organizations around the world rely on Forcepoint. Based in Austin, Texas, with worldwide sales, service, security laboratories and product development, Forcepoint is a joint venture of the Raytheon Company and Vista Equity Partners.

12950 Worldgate Drive, Suite 600, Herndon, VA 20170, http://www.forcepoint.com

Forescout Technologies is the leader in device visibility and control. With the Forescout unified security platform enterprises and government agencies gain complete situational awareness of their extended enterprise environment and orchestrate actions to reduce cyber and operational risk. The platform enables organizations to reduce the risk of business disruption from security incidents or breaches, ensure and demonstrate security compliance and increase security operations productivity. Forescout products deploy quickly with agentless, 100-percent real-time discovery and classification, as well as continuous posture assessment.


Fortinet (NASDAQ: FTNT) secures the largest enterprise, service provider and government organizations around the world. Fortinet empowers customers with complete visibility and control across the expanding attack surface and gives them the power to take on ever-increasing performance requirements today and into the future.
The Fortinet Security Fabric platform addresses the most critical security challenges and protects data across the entire digital infrastructure, whether in networked, application, multi-cloud or edge environments. Fortinet ranks number one in the most security appliances shipped worldwide and more than 450,000 customers trust Fortinet to protect their businesses.

Both a technology company and a learning company, the Fortinet Network Security Institute has one of the largest and broadest cybersecurity training programs in the industry. Learn more at www.fortinet.com, the Fortinet Blog, or FortiGuard Labs.

12005 Sunrise Valley Dr, Suite 140, Reston, VA 20191,
http://www.fortinet.com

Getvisibility has built a product to help companies meet Cybersecurity Maturity Model Certification (CMMC) compliance requirements. Our aim is to make sure companies have control and oversight of their unstructured data. Getvisibility uses machine learning and artificial intelligence to make meeting CMMC compliance easier and more efficient.

Our unified GRC platform enables enterprises and government agencies to gain complete situational awareness of their extended enterprise environment and Getvisibility helps reduce operational risk to their data. Our products deploy quickly for effective real-time discovery and classification of every piece of data across the network. Leading companies across EMEA and North America now rely on Getvisibility’s infrastructure-agnostic solution to reduce the risk associated with unclassified data. Our job is to ensure and demonstrate data security compliance, improve governance and reduce risk. Getvisibility Focus is used for legacy data at rest. Getvisibility Synergy is employed at the endpoint level and allows the user to directly integrate with the ML on the classification of documentation on the fly.

As of June 2020, many companies that work with the U.S. Department of Defense will need to meet CMMC requirements to bid on contracts. This has led to many enquiries into what exactly this means for companies and what they should be doing to become compliant. The DOD’s CMMC will mean contractors will require a certification process designed to increase visibility and support security into the supply chain. A company’s cyber behavior, based on their controls and practices, will receive a level rating between 1 and 5, which will determine their eligibility to bid on certain contracts. Getvisibility’s team of experts will work closely with your organization to address your specific requirements to carry out a specific scan of CUI/FOUO for CMMC.

Unit 17A, 4700 Cork Airport Business Park, Cork, Ireland,
https://www.getvisibility.com/

Gigamon provides active visibility into physical and virtual network traffic enabling stronger security and superior performance. Gigamon’s Visibility Fabric™ and GigaSECURE®, the industry’s first Security Delivery Platform, deliver advanced intelligence so that security, network and application performance management solutions in enterprise, government and service provider networks operate more efficiently and effectively. With over ten years’ experience, Gigamon solutions are deployed globally across vertical markets including over seventy-five percent of the Fortune 100.

3300 Olcott Street, Santa Clara, CA 95054,
http://www.gigamon.com

Globalscape ensures the reliability of mission-critical operations by securing sensitive data and intellectual property. Globalscape’s suite of solutions features Enhanced File Transfer™, the industry-leading enterprise file transfer platform that delivers military-grade security and a
customizable solution for achieving best-in-class control and visibility of data in motion or at rest, across multiple locations. Founded in 1996, Globalscape is a leading enterprise solution provider of secure information exchange software and services to thousands of customers, including global enterprises, governments, and small businesses.

Globalscape allows you to secure your file transfers, track all file movements from beginning to end, meet compliance mandates for file transfer systems, securely share files of unlimited size, synchronize files between remote locations and securely access your data on any mobile device without the cloud. Globalscape products include:

Enhanced File Transfer™ (EFT™) an advanced, powerful replacement for insecure legacy FTP servers, inflexible and haphazard home-grown file transfer solutions, slow physical shipment of data, and expensive leased lines and VANs.

4500 Lockhill-Selma, Suite 150, San Antonio, Texas 78249,  
http://www.globalscape.com/

Good Technology is the innovation leader in secure mobility solutions; enabling business to move freely and engage at the edge. Good’s comprehensive end-to-end secure mobility solutions portfolio consists of a secure mobility platform, mobile device management, mobile service management, a suite of collaboration applications, and a broad third-party application and partner ecosystem that unlocks your mobile potential. More than 5,000 organizations in over 180 countries use Good Technology solutions, including FORTUNE 100™ leaders in commercial banking, insurance, healthcare, retail, government, manufacturing and aerospace and defense.

430 N Mary Eve #200, Sunnyvale, CA 94085,  
http://www1.good.com

HackerOne is the #1 hacker-powered security platform, helping organizations find and fix critical vulnerabilities before they can be exploited. More Fortune 500 and Forbes Global 1000 companies trust HackerOne than any other hacker-powered security alternative. The U.S. Department of Defense, General Motors, Google, Lufthansa, Starbucks, Intel, and over 1,200 other organizations have partnered with HackerOne to resolve over 86,000 vulnerabilities and award over $40M in bug bounties.

300 Montgomery Street, Suite 1200,  
San Francisco, CA 94104,  
https://www.hackerone.com/

HBGary, Inc. was founded in 2004 by renowned security expert Greg Hoglund. HBGary is focused on delivering best-in-class enterprise threat intelligence solutions to Fortune 500 financial, pharmaceutical and entertainment companies as well as Department of Defense, Intelligence Community and other U.S. government agencies to meet their unique cybersecurity challenges and requirements. HBGary is headquartered in Sacramento and has offices in Washington D.C.

6701 Democracy Blvd., Suite 300, Bethesda, MD 20817,  
http://www.hbgary.com

HCL Software is a division of HCL Technologies (HCL) that operates its primary software business. It develops, markets, sells, and supports over 20 product families in the areas of
DevSecOps, Automation, Digital Solutions, Data Management, Marketing and Commerce, and Mainframes. HCL Software has offices and labs around the world to serve thousands of customers. Its mission is to drive ultimate customer success with their IT investments through relentless innovation of its products. Learn more at https://www.hcltechsw.com.

330 Portrero Ave., Sunnyvale, CA 94085,
https://www.hcltechsw.com/wps/portal/about/government

Hexis Cyber Solutions provides complete cybersecurity solutions for commercial companies, government agencies, and the Intelligence Community (IC).

Our mission is to ensure that business IT infrastructure is equipped with tools and capability to detect, engage, and remove both external and internal cyber threats. Cyber terrorists, organized crime, and foreign governments focus tremendous effort on commercial, government, and military interests as their prime target.

Hexis Cyber Solutions’ HawkEye family of products offer active, multi-disciplined approaches to achieve a higher standard of cybersecurity that is based on our expertise supporting our nation’s cyber security and cyber warfare missions to ensure that enterprises of any size, within any industries, can operate at maximum potential.

7740 Milestone Parkway (Headquarters), Suite 400, Hanover, MD 21076,
http://www.hexiscyber.com

IBM strives to lead in the invention, development and manufacture of the industry’s most advanced information technologies, including computer systems, software, storage systems and microelectronics.

1 New Orchard Road, Armonk, New York 10504-1722,
http://www.ibm.com

Idaptive provides leading identity and access management solutions to secure access everywhere through a zero trust approach. Its Next-Gen Access Cloud combines SSO, adaptive MFA, endpoint and mobile context, and behavior analytics in a single platform that enables customers to intelligently verify and validate people, devices and services.

3300 Tannery Way, Santa Clara, CA 95054,
https://www.idaptive.com/

Developed by former US Air Force cybersecurity officers, Infocyte HUNT™ fills a large void left by today’s real-time detection solutions. Technologies of today cannot clearly determine if your network is currently breached or not. Through an easy to deploy and agentless end-point validation technology, Infocyte’s proven, yet disruptive approach to security helps organizations defend networks and critical information from the risk of post-compromise activity through persistent attackers and insider threats.

110 E. Houston St, San Antonio, TX 78205,
http://www.infocyte.com

http://www.immixgroup.com/cyber/
InQuest hails from the public sector and provides a cloud-assisted network-based threat and data loss mitigation solution. The platform leverages the team’s extensive knowledge of real-world malware campaigns and employs a variety of patented techniques to detect and/or prevent elusive attack methodologies that would otherwise go unnoticed.

InQuest focuses its scrutiny to identify, process and inspect files downloaded over the web or received via email to detect malicious code in-transit. Innovative post-processing techniques are applied to live monitored network traffic providing insights into even the most creative combinations of obfuscation. The InQuest platform empowers its users by providing them with the ability to create and apply custom signature definitions which run with the same performance and analytics benefits as the rest of the platform. InQuest augments its cataloguing, trending and reporting capabilities with SIEM integration.

Our platform maps embedded content to network sessions, providing a seamless view into the last step malware took in gaining entrance into your network. This allows your analysts to pivot, investigate and react to various forms of client-side attacks.

The InQuest Labs team works with real-world, high profile networks on a daily basis and draws influences from actual attacks to publish new signatures and intelligence feeds on a weekly basis.

This emerging information regarding both malicious content and sources are weighed in combination with the results of the InQuest engine and any active integrations to produce a single, intelligently weighted and digestible threat score purposed towards guiding the focus of your SOC teams.

1330 S Fair St. #913, Arlington, VA 22202,
http://www.inquest.net

Intercede provides digital trust solutions that enable organizations to securely identify people, devices and applications in an increasingly connected and mobile world. Intercede specializes in digital identity and trusted application management solutions that help organizations know ‘who’ and ‘what’ are attempting access to their digital assets, wherever they are. We’ve been helping UK and US government and large global enterprises address their cybersecurity challenges for over 20 years.

Lutterworth Hall, St. Mary’s Road, Lutterworth, Leicestershire LE17 4PS, United Kingdom,
http://www.intercede.com/

iStorage is a trusted global leader of award-winning, hardware-encrypted portable data storage and cloud encryption devices. iStorage offers an innovative range of products to securely encrypt, store and protect data to military standards to safeguard valuable and sensitive data and ensure compliance including the following: General Data Protection Regulation (GDPR), Health Insurance Portability and Accountability Act (HIPAA), Sarbanes-Oxley Act (SOX), Gramm-Leach-Bliley Act (GLB), Nuclear Regulatory Commission (NRC) regulations, as well as U.S. Department of Homeland Security (DHS) initiatives.

iStorage has quickly become recognized as a leading innovator and supplier of ultra-secure, easy-to-use and affordable portable data storage devices, consisting of USB flash, hard disk and solid-state drives in capacities of up to 16TB designed and developed in the UK.

Today, iStorage products are used by government, the military, multinational corporations as well as consumers in more than 50 countries, with the mantra that encryption is an essential commodity required by all.
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Government-certified products to the highest standards, iStorage offers PIN-authenticated, hardware-encrypted HDDs/SSDs that have attained 4 different levels of government and military certifications: FIPS 140-2 Level 3, NATO Restricted, NCSC CPA and NLNCSA BSPA.

iStorage House, 13 Alperton Lane, Perivale, Middlesex, UB6 8DH,
https://istorage-uk.com/

Better Visibility and Stronger Defenses in Public Sector ITixia equips IT solutions provider partners with multiple ways to expand federal sales within the framework of unique budgets and buying cycles. Ixia delivers essential visibility into the network to help IT and security teams eliminate blind spots and improve efficiency across physical and virtual networks. Ixia visibility solutions include physical and virtual taps used to access data from network links, and network packet brokers (NPBs) such as the Vision ONE™ that apply intelligence to assure the right security and monitoring tools receive exactly the data they need. Hawkeye live-network monitoring adds insights ideal for change management. Along with visibility, leverage other Ixia innovations to help public sector customers improve performance and harden defenses:

BreakingPoint™ security testing validates defenses, aids in buying decisions and helps ensure ROI on firewall upgrades and other major initiatives ThreatARMOR™ reduces the burden on security infrastructures with high-volume filtering of unwanted traffic based on IP address, geo-location and proven malicious behavior Bypass switches maintain high availability in the event of device, link, or power failure Application and Threat Intelligence (ATI) providing timely global data via the cloud Validate the success of virtualization projects – SDN, NFV, continuous integration and continuous development – and rollouts of new services and applications such as voice over IP (VoIP), mobility, unified communications (UC), and Big Data.

Visit www.ixiacom.com or the Ixia Partner Portal to learn more.

1593 Spring Hill Rd., Vienna, VA 22182,
http://www.ixiacom.com

Lancope, Inc. is a leading provider of network visibility and security intelligence to defend enterprises against today’s top threats. By collecting and analyzing NetFlow, IPFIX and other types of flow data, Lancope’s StealthWatch® System helps organizations quickly detect a wide range of attacks from APTs and DDoS to zero-day malware and insider threats. Through pervasive insight across distributed networks, including mobile, identity and application awareness, Lancope accelerates incident response, improves forensic investigations and reduces enterprise risk. Lancope’s security capabilities are continuously enhanced with threat intelligence from the StealthWatch Labs research team.


Lastline’s Network Detection and Response (NDR) platform detects and contains sophisticated threats before they disrupt your federal, local, or state organization, on premises and in the cloud. We deliver the industry’s most accurate detection and visibility of network-based threats as they attempt to enter or move laterally across your network.

Lastline’s unmatched accuracy stops zero-day threats and single-use variations of existing threats that are engineered to evade detection by other technologies. The Lastline NDR platform includes three complementary AI-powered technologies to detect and respond to the advanced threats that other tools miss:
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Behavioral analysis of malicious content attempting to enter network via web, email, or file transfers Intrusion detection/prevention (IDPS) to detect known threats Network Traffic Analysis (NTA) to detect lateral movement of evasive threats already inside your network

This unique combination gives your incident response team complete visibility into all activity associated with every stage of the attack chain, and eliminates most false positives. You can respond faster and more effectively, with fewer resources.

Accelerate and simplify your incident response workflows with automated response with the Lastline platform or integration with over 100 leading security companies. More than 20 million users across tens of thousands of networks rely on Lastline for protection from advanced cyber threats. Visit www.lastline.com to learn more.

1825 S Grant St, Suite 600, San Mateo, CA 94402,
https://www.lastline.com/

LogRhythm, a leader in security intelligence and analytics, empowers organizations around the globe to rapidly detect, respond to and neutralize damaging cyber threats. The company’s award-winning platform unifies next-generation SIEM, log management, network and endpoint forensics, and advanced security analytics. In addition to protecting customers from the risks associated with cyber threats, LogRhythm provides innovative compliance automation and assurance, and enhanced IT intelligence.

3195 Sterling Circle, Suite 100, Boulder, CO 80301,
http://www.logrhythm.com

LookingGlass Cyber Solutions delivers unified threat protection against sophisticated cyber attacks to global enterprises and government agencies by operationalizing threat intelligence across its end-to-end portfolio. Scalable threat intelligence platforms and network-based threat response products consume our machine-readable data feeds to provide comprehensive threat-driven security. Augmenting the solutions portfolio is a worldwide team of security analysts who continuously enrich our data feeds and provide customers unprecedented understanding and response capability into cyber, physical and third party risks. Prioritized, relevant, and timely insights enable customers to take action on threat intelligence across the different stages of the attack life cycle.

10740 Parkridge Blvd, Suite 200, Reston, VA 20191,
http://www.lookingglasscyber.com

Lumeta’s network situational awareness platform is the authoritative source for enterprise network infrastructure and cybersecurity analytics. Available for both real-time monitoring and point-in-time auditing, Lumeta recursively indexes a network to identify and map every IP connected device, as well as uncover network segmentation violations and cybersecurity anomalies. The foundational intelligence provided by Lumeta gives IT management a clear, comprehensive assessment of network vulnerabilities, cyber threat risks and policy violations from network edge to core, allowing for decision making impacting security, compliance and availability. Lumeta optimizes other network and security product investments by feeding them accurate and fact-based network intelligence. More information is available at www.lumeta.com

300 Atrium Dr., Suite 302, Somerset, NJ 08873,
http://www.lumeta.com
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Magnet Forensics is a global leader in the development of software solutions for digital forensic professionals to assist them in building the best possible cases. Its flagship software, Magnet IEF was developed by a former police officer and forensic examiner who recognized the need for an easy to use, comprehensive tool to help perform digital investigations.

Since its creation, Magnet IEF has quickly become a trusted solution for thousands of the world's top law enforcement, government, military and corporate organizations in over 92 countries, used to recover a broad range of Internet-related communications. Court-admissible evidence recovered by Magnet IEF from computer hard drives and live memory can include webmail, browser history, social networking and cloud applications, P2P files and instant messaging communications; and has been used to support a wide-variety of investigations including cybercrimes, child exploitation, terrorism, human resource disputes, fraud, and intellectual property theft.

13800 Coppermine Road, Herndon, VA 20171, http://www.magnetforensics.com/

Mandiant is the leader in advanced threat detection and response solutions. Headquartered in Alexandria, Virginia, with offices in New York, Los Angeles, San Francisco and Reston, Virginia, Mandiant provides products, professional services and education to Fortune 500 companies, financial institutions, government agencies, domestic and foreign police departments and the world’s leading law firms. The authors of 12 books and quoted frequently by leading media organizations, Mandiant security consultants and engineers hold top government security clearances and certifications and advanced degrees from some of the most prestigious computer science universities.

2318 Mill Road #500, Alexandria, VA 22314, http://www.mandiant.com

McAfee is one of the world’s leading independent cybersecurity companies. Inspired by the power of working together, McAfee creates business and consumer solutions that make the world a safer place. By building solutions that work with other companies' products, McAfee helps businesses orchestrate cyber environments that are truly integrated, where protection, detection, and correction of threats happen simultaneously and collaboratively. By protecting consumers across all their devices, McAfee secures their digital lifestyle at home and away. By working with other security players, McAfee is leading the effort to unite against cybercriminals for the benefit of all.


Messaging Architects is a global market leader of Integrated Email Management solutions and services. For over 10 years, award-winning Netmail™ platform has helped hundreds of organizations worldwide eliminate complexity, ensure compliance and enhance productivity.

180 Peel Street, Suite 333, Montreal, Quebec, Canada, http://www.messagingarchitects.com/

Mobile Armor, Inc. is an innovator and a visionary leader in data protection and encryption technology, headquartered in St Louis, Missouri. Mobile Armor is an American company that provides domestically developed trusted data security solutions to commercial and government organizations. Notable customers include the U.S. Army, U.S. Navy, civilian
agencies and customers in healthcare and financial services verticals. Mobile Armor offers a solution that provides centralized management of all mobile devices, including desktops, laptops, PDAs, smartphones, and removable drives (including thumb drives). The company is a recipient of the coveted DoD Data at Rest Tiger Team award for its data encryption products. Mobile Armor technology is certified to meet the standards and guidelines for security set by the National Institute of Standards and Technology (NIST).

400 South Woods Mill Road, Suite 300, St. Louis, MO 63017-3407,
http://www.mobilearmor.com

MobileGuard’s mobile message compliance product, NetGuardTM, is a patented IT management solution that captures, stores, and monitors SMS/MMS messages. Available as a hosted service or as an on-premise solution, NetGuardTM provides unparalleled efficiency in monitoring, message thread recreation, custom alerts, security, analytics, and safeguards against user violations. MobileGuard’s suite of compliance solutions helps organizations to mitigate risk, satisfy regulatory requirements and maintain their communications integrity.

1375 Broadway, Suite 1100 , New York, NY 10018,
http://mobileguard.com/

MobileIron is the security and applications backbone for modern end-user computing and provides the foundation for companies around the world to transform into Mobile First organizations. With MobileIron, companies can protect corporate data, securely deliver apps and content, and let employees choose the devices they want to use. MobileIron has been named a category leader by top industry analysts and has been granted 26 patents for its modern enterprise security innovation. More than 10,500 companies worldwide have chosen MobileIron for mobile security.

415 East Middlefield Rd, Mountain View, CA 94043,
http://www.mobileiron.com/

Napatech is the leading supplier of real-time analysis adapters with over 140,000 Ethernet ports deployed worldwide. Designed for use with Commercial Off-The-Shelf (COTS) servers, Napatech adapters enable rapid development of powerful appliances for high performance analysis. Napatech adapters guarantee real-time delivery of data at speeds up to 40 Gbps. Intelligent features allow network data analysis to be off-loaded, thereby accelerating application analysis for managing, securing and optimizing networks and services. When performance matters, the world’s largest equipment vendors in telecom, enterprise, financial and government markets choose Napatech.

One Tech Drive , Suite 110, Andover, MA 01810,
http://www.napatech.com/

Triumfant® leverages a one-of-a-kind ability to discover, diagnose and repair unwanted changes to endpoint computers and servers to create compelling solutions for endpoint security, compliance and configuration management, and incident and problem management. These solutions, powered by the Triumfant Resolution ManagerTM platform, enable businesses and government agencies to reduce IT support costs, minimize security risks, enforce continuous compliance and increase quality of service.

700 King Farm Blvd., Suite 135, Rockville, MD 20850,
https://nehemiahsecurity.com/
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NetAlly offers testing you can trust, from a new ally. Our platform and family of network test solutions have been helping network engineers and technicians better deploy, manage, and maintain today's complex wired and wireless networks for decades. Previously a division of NETSCOUT.

Since 1993, we have been an ally of network professionals worldwide. We began by making the world’s first handheld network analyzer, and have continued as industry pacesetters ever since, first as Fluke Networks® then NETSCOUT®. Now, as an independent organization owned by private investment company StoneCalibre, NetAlly continues to set the standard for portable network testing. We are a company founded by engineers, passionate about innovation, and motivated by one purpose: to create the best test equipment possible, designed with your success in mind.

Our leading-edge tools work hard to get the job done fast by...

- Simplifying the complexities of networks.
- Providing instant visibility for efficient problem solving.
- Enabling seamless collaboration between site personnel and remote experts.

Your organization relies on you to keep their networks running. And just like you, we are reliable, practical, no-nonsense experts. We are your behind the scenes partner.


NETSCOUT Systems, Inc. is a leading provider of business assurance – a powerful combination of service assurance, cybersecurity, and business intelligence solutions – for today's demanding service provider, enterprise and government networks. NETSCOUT Solutions help identify performance issues and provide insight into network-based security threats for Federal, State and Local government agencies.

Purchases of NETSCOUT products and services off the GSA schedule that are made through resellers, must be through NETSCOUT Authorized Government Resellers. Related inquiries should be directed to EC America, Inc.

310 Littleton Road, Westford, MA 01886-4105, http://www.netscout.com

Netskope™ is the leader in cloud app analytics and policy enforcement. Only Netskope eliminates the catch-22 between being agile and being secure and compliant by providing complete visibility, enforcing sophisticated policies, and protecting data in cloud apps. The Netskope Active Platform™ performs deep analytics and lets decision-makers create policies in a few clicks that prevent the loss of sensitive data and optimize cloud app usage in real-time and at scale, whether IT manages the app or not. With Netskope, people get their favorite cloud apps and the business can move fast, with confidence.

4984 El Camino Real, Suite 102, Los Altos, CA 94022, http://www.netskope.com

New Net Technologies (NNT) is a manufacturer of Cyber Security & Compliance software focused on helping organizations reduce their risk and achieve compliance. Our mission is to build and bring to market Cyber Security & Compliance solutions that are easiest to use, most fully featured, and most affordable.
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Our flagship solution Change Tracker Generation 7 is a state of the art Change & Configuration Management solution that comprises:

- Real-Time Contextual File Integrity Monitoring
- Device and System Vulnerability & Configuration Hardening
- Continuous Compliance Monitoring
- Intelligent Threat-Based Change Control
- Host-Based Intrusion Prevention & Real-Time Breach Detection

NNT delivers Continuous Compliance Assurance, powered by unique, Closed-Loop Intelligent Change Control™. Combined with NNT FAST Cloud™, changes are automatically evaluated as safe in real time, significantly reducing the time needed to guarantee security for your IT environment.

9128 Strada Place, Suite 10115, Naples, FL 34108,
http://www.newnettechnologies.com/

Nominet NTX is a Network Detection and Response platform purpose built to analyse billions of DNS data packets in real time, pinpointing and eradicating malicious activity quickly and seamlessly. NTX can identify malware, phishing attacks, data theft, DNS hijacks and DNS tunnelling, even at patient zero. Allowing it to effectively and comprehensively eradicate malicious activity on the network.

Nominet Cyber, 6700 Alexander Bell Dr. Ste. #228, Columbia, MD. 21046,
https://nominetcyber.com/

WE’RE AGGRESSIVE
We believe you have to be at least as aggressive and entrepreneurial as your digital adversaries in order to defeat them. Chasing the known threats is easy. It’s the unknown that’s hard. That means we can’t just react – we have to pre-empt. We have to smash the attack chain before it gets built.

WE’RE LOOKING FOR TROUBLE
We believe in taking the hits so our customers don’t have to. That’s why we wander the worst neighborhoods of the Internet, looking for trouble, just asking to be attacked. That’s why we’ve built the biggest dedicated threat detection network in the world, and populated it with millions of honeypots, agents, sensors and crawlers.

WE’RE NORSE
Norse is dedicated to delivering live, accurate and unique attack intelligence that helps our customers block attacks, uncover hidden breaches and track threats emerging around the globe. Norse offerings leverage a continuously updated torrent of telemetry from the world’s largest network of dedicated threat intelligence sensors. Norse is focused on dramatically improving the performance, catch-rate and return-on-investment for enterprise security infrastructures.

101 South Hanley Road, Suite 1300, St. Louis, MO 63105,
http://www.norse-corp.com/

NowSecure offers a platform that protects users, devices, apps and enterprises. We are proud to have 100+ customers that include some of the largest banks and corporations across industries such as finance, defense and healthcare. We were founded with a mobile-only focus and a strong DNA in forensics and enterprise security. Currently, we have authored five technical books on mobile security for Android and iOS. Our engineers and researchers believe in creating conversations and supporting the community, so we build and share open source tools. While we’re based in Oak Park, Illinois, our workforce is spread across the globe, just like the mobile devices we aim to protect.

1046 Lake St, Oak Park, IL 60301,
http://www.nowsecure.com
Nuix USG protects, informs, and empowers government in the knowledge age. Leading State, Local and Federal agencies turn to Nuix when they need fast, accurate answers for investigation, eDiscovery, cybersecurity incident response, insider threats, litigation, regulation, privacy, risk management, and other essential challenges.

Phone: 1-844-585-1177
Contact us: sales@nuixusg.com

13755 Sunrise Valley Drive, Suite 200, Herndon, VA 20171,
http://www.nuixusg.com

OnWire is a certified 8(a) and Women Owned Small Business. As an IBM Business Partner, the company’s leadership in Identity and Access Management (IAM) security solutions provides products and services to assist customers in defining strategy, centralizing identity management, and reducing the costs associated with user provisioning and access management. OnWire’s new IAM-as-a-Service solution, OnCloud®, is FedRAMP Ready and available for review by Government customers in the GSA Federal Risk and Authorization Management Program (FedRAMP) repository. OnCloud’s SaaS security boundary is portable and designed to be hosted in any virtualized, cloud-computing environment. OnCloud® is infrastructure agnostic and can be deployed in a customer’s infrastructure of choice. Deployment models include private, public, and hybrid clouds.

1201 Edwards Mill Road, Suite 120 , Raleigh, NC 27607,
http://www.onwireco.com

We are a recognized global cybersecurity leader, known for challenging the security status quo. Our mission is to protect our way of life in the digital age by preventing successful cyberattacks. We have been given the privilege of safely enabling tens of thousands of organizations and their customers. Our pioneering Security Operating Platform fortifies digital transformation with continuous innovation that takes advantage of the latest breakthroughs in security, automation and analytics. By delivering a true platform and empowering a growing ecosystem of change-makers like us, we provide highly effective and innovative cybersecurity solutions across clouds, networks and mobile devices.

Our Security Operating Platform is built for automation. It is easy to operate, with capabilities that work together so customers can prevent successful cyberattacks. Customers can use analytics to automate routine tasks, so they can focus on what matters. We are known for continuously delivering innovation, and with Application Framework, we extend that to an open ecosystem of developers who benefit from our customers’ existing investment in data, sensors and enforcement points.

3000 Tannery Way, Santa Clara, CA 95054,
https://www.paloaltonetworks.com/us-federal

Pantheon Inc. was founded in 1997 as a full service software engineering company, software product development, software development support and consulting services and turnkey software development. Pantheon was founded by technology and business experts who are pioneers in the field of software engineering, both in the commercial space and academia. Our flagship product, the Odyssey Digital Automation Platform, is used by many Fortune 500 multinational companies around the world. Odyssey empowers digital transformation in 32 countries spanning many continents. Pantheon puts science to work by creating innovative products and solutions that have proved to be increasingly critical to business success. This is accomplished by helping organizations manage change, manage lifecycle of information assets, and meet
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compliance and audit challenges. Our aim is to help our customers meet their goals through expertise, efficiency and sound decision-making in everything we do. We have the ability to innovate in response to market needs, drawing on our experience and top quality technical talents.

1801 Robert Fulton Dr, Suite #160, Reston, VA 20191,
http://pantheon-inc.com/

PC Matic, Inc. is a Proactive Cyber Solutions company based 100% in the United States that focuses on creating innovative, affordable, and easy to use cybersecurity products. Our products use a unique whitelist based approach to endpoint security offering better prevention against zero-day threats than traditional endpoint solutions. In addition, we include a full suite of EDR tools, advanced RDP protection, simple cloud based administration, and more! With this unique approach, our company’s mission is to put this software into the hands of each and every organization no matter the budget, IT staff, or resources available. We believe everyone deserves better cybersecurity.

2515 West 22nd Street, Sioux City, IA 51103,
https://www.pcmatic.com/

Phantom is a security automation and orchestration platform that integrates with your existing security technologies in order to provide a layer of “connective tissue” between them.

Phantom streamlines security operations through the execution of digital “Playbooks” to achieve in seconds what may normally take minutes or hours to accomplish with the dozens of point products that you use every day.

Phantom doesn’t replace existing security products, but instead makes your investment in them smarter, faster and stronger.

Phantom accomplishes this through a logical architecture that abstracts product capabilities, through the Phantom App model, into simple Actions that can be automated from within Playbooks. This allows Phantom to act as an “operating system” for your security products.

2479 E Bayshore Road #180, Palo Alto, CA 94303,
https://www.phantom.us/

Pragma Systems Inc. is a leading provider of enterprise class remote access and secure file transfer software for Microsoft Windows platforms and is a Microsoft Gold Certified Partner. Pragma is an industry leader of Secure Shell and Telnet technology. The company’s end-to-end solutions comprising servers, desktop-clients and mobile-clients allows data-centers and enterprises to build highly secure infrastructure to access corporate supply chain, CRM, distribution and warehouse applications. Pragma’s software is deployed in the majority of Fortune 500 companies in the USA and over 4000 companies worldwide with millions of licensed nodes in 65 countries.

13809 Research Blvd., Suite 675, Austin, Texas 78750,
http://www.pragmasys.com

PrimeKey is one of the world’s leading companies for PKI (Public Key Infrastructure) and digital signing solutions. Our products deliver the capability to implement an enterprise grade PKI system ready to support solutions such as SmartCards, end user / device authentication and
Code signing and more; all solutions where digital certificates would be a key enabler. You most probably already use our products! We are critical components in many things you use in your daily life, everything from your phone to your passport, and perhaps also in the car you drive.

Our products provide the backbone of all your PKI and digital signature needs. PrimeKey was founded in 2001 and this is also the year when the first version of our flagship product PrimeKey EJBCA was released. Our products are delivered as software, appliance or in the cloud, and they are used in all types of industries where security and integrity are a priority. Our products are Common Criteria and FIPS certified, we have numerous Webtrust/ETSI and eIDAS audited installations, and our internal processes are ISO 9001, 14001, and 27001 certified. PrimeKey has offices in Stockholm, Sweden; San Mateo, USA; and Aachen in Germany. Together with our global network of technology and resell partners we are proud to count many of the industry leading companies and institutions within IT, Telecom, Banking, Industrial, Public CAs, and different branches of Government as our long-time customers.

951 Mariners Island Blvd Suite 210, San Mateo, CA 94404,
https://www.primekey.com

Proofpoint, Inc. helps the most successful companies in the world protect and govern their most sensitive business data. Proofpoint is an innovative security-as-a-service vendor that delivers data protection solutions that help organizations protect their data from attack and enable them to effectively meet the complex and evolving regulatory compliance and data governance mandates that have been spawned from highly publicized data breaches.

Proofpoint, positioned by Gartner in the Leaders Quadrant in its 2012 Magic Quadrant for Secure Email Gateways, delivers an integrated suite of on-demand data protection solutions spanning threat management, regulatory compliance, data governance and secure communications—all of which are based on a common security-as-a-service platform. Simply put, our solutions help organizations to:

- Keep malicious content out of their environments
- Prevent the theft or inadvertent loss of sensitive information
- Collect, securely retain, govern and discover sensitive data for compliance and litigation support
- Securely communicate and collaborate on sensitive data with customers, partners and suppliers

892 Ross Drive, Sunnyvale, CA 94089,
http://www.proofpoint.com

Pulse Secure, LLC is a leading provider of access and mobile security solutions to both enterprises and service providers. Enterprises from every vertical and of all sizes utilize the company’s Pulse virtual private network (VPN), network access control and mobile security products to enable end user mobility securely and seamlessly in their organizations. Pulse Secure’s mission is to enable open, integrated enterprise system solutions that empower business productivity through seamless mobility. Specialties: SSLVPN, NAC, Mobile, Security, BYOD, Secure Remote Access, Enterprise VPN Solutions, Virtual Desktop Infrastructure

2700 Zanker Road, Suite 200, San Jose, CA 95314,
https://www.pulsesecure.net/

Qualys Inc. (NASDAQ: QLYS), is a pioneer and leading provider of cloud security and compliance solutions with over 7,700 customers in more than 100 countries, including a majority of each of the Forbes Global 100 and Fortune 100. The Qualys Cloud Platform and integrated suite of solutions help organizations simplify security operations and lower the cost
DevOps

Qualys

of compliance by delivering critical security intelligence on demand and automating the full spectrum of auditing, compliance and protection for IT systems and web applications. Founded in 1999, Qualys has established strategic partnerships with leading managed service providers and consulting organizations worldwide.

1600 Bridge Parkway, Redwood Shores, CA 94065,
http://www.qualys.com

Recorded Future

We arm you with real-time threat intelligence so you can proactively defend your organization against cyber attacks.

With billions of indexed facts, and more added every day, our patented Web Intelligence Engine continuously analyzes the entire web to give you unmatched insight into emerging threats. Recorded Future helps protect four of the top five companies in the world.

393 Highland Ave., Somerville, MA 02144,
http://www.recordedfuture.com

RedSeal

RedSeal enables Global 2000 organizations to proactively defend their critical digital infrastructures and fix the most critical vulnerabilities first. Customers get ahead of cyber security threats through complex, patented algorithms that visually reveal every possible internal and external “attack path” criminals can take in order to gain access to their most valuable digital assets. RedSeal is increasingly being leveraged as the most strategic security asset in an organization’s arsenal. Many of the largest government and critical infrastructure agencies and organizations, as well as financial and insurance institutions and more, have “RedSealed” their networks. Visit redseal.co or call 1-888.845.8169 for more information.

1600 Technology Drive, 4th Floor, San Jose, CA 95110,
http://www.redseal.net

Relativity

Relativity, developed by kCura, has more than 140,000 active users in more than 40 countries from organizations including the U.S. Department of Justice and more than 190 of the Am Law 200. kCura helps corporations, law firms, and government agencies-numbering more than 10,000 organizations—meet unstructured data challenges by installing Relativity on-premises and providing hosted, on-demand solutions through a global network of partners. Recognized as a “Leader” in Gartner’s 2015 E-Discovery Magic Quadrant, kCura has been named one of Chicago’s Top Workplaces by the Chicago Tribune for five consecutive years. Please contact kCura at sales@kcura.com or visit www.kcura.com for more information.

231 S. LaSalle Street, Suite 800, Chicago, IL 60604,
https://www.relativity.com/

RSA

RSA’s Intelligence Driven Security solutions help organizations reduce the risks of operating in a digital world. Through visibility, analysis, and action, RSA solutions give customers the ability to detect, investigate and respond to advanced threats; confirm and manage identities; and ultimately, prevent IP theft, fraud and cybercrime.

174 Middlesex Turnpike , Bedford, MA 01730,
http://www.emc.com/domains/rsa/index.htm
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SafeLogic's flagship product line, CryptoComply, are standards-based cryptographic engines designed for use in Cloud, mobile, server, workstation, appliance, wearable, and IoT environments. These modules have been fully validated to FIPS 140-2 standards and offer drop-in OpenSSL and Bouncy Castle compatibility, a variety of connectors to accommodate unique product architecture, and instant compliance for federal deployments to SafeLogic customers. Even better, SafeLogic modules include RapidCert, the industry’s only FIPS 140-2 validation service that provides a certificate in the customer’s name, while drastically accelerating the timeline, requiring no additional engineering effort, zero interaction with testing labs, and at a fixed cost. SafeLogic’s customers are among the most influential and innovative companies in technology today, including Symantec, Intel Security/McAfee, Oracle, and Juniper Networks. SafeLogic was established in 2012, is privately held and is headquartered in Palo Alto, California.


SailPoint brings the Power of Identity to customers around the world. Their open identity platform gives organizations the power to enter new markets, scale their workforces, embrace new technologies, innovate faster and compete on a global basis. As both an industry pioneer and market leader in identity governance, SailPoint delivers security, operational efficiency and compliance to enterprises with complex IT environments. SailPoint’s customers are among the world’s largest companies in a wide range of industries.

11120 Four Points Drive, Suite 100, Austin, Texas 78726-2118, http://www.sailpoint.com

The world is becoming numb at hearing how rampant and unstoppable breaches have become. These threats continue to go undetected despite businesses deploying today’s best cyber security solutions and armies of trained professionals. More often than not, threats are only detected after the damage has been done. Worse yet, many agencies and businesses do not have the budgets to afford such measures as ineffective as they are. Today’s businesses and government organizations need a cost effective solution that actually detects and stops the threats before data is lost. Our approach: Apply modern data analytics to detect threat behaviors – both machine and human originated in real-time. To do this we collect metadata from every data flow in motion. If it moves we will see it. Next we apply a set of behavioral models to catch the threats. In order to do this we must apply machine learning to detect threat behavior from those behaviors that are normal. We then correlate these behaviors together to confirm the threat and determine its scope. The best part is we do not need to see the actual data or records – just the meta information. This approach allows the solution to be deployed on the premises, in the cloud or in hybrid environments. Finally we providethe means to contain the threats as they are detected. We do all these with an open system, which means we can leverage existing solutions such as SIEMs and firewalls to take their outputs as inputs along side what we collect and can provide our results back through our API to any third party compliance/audit tracking system. Our Open Threat Management platform deploys on any VM environment or bare metal server that meets our applications specifications, whether deployed on premises, in the cloud or hybrid deployments. Seceon is located in Westford MA. Find us at www.seceon.com.


Secure Channels provides advanced cryptographic solutions and services, cryptosystems, encryption key distribution protocols and platforms. Solutions provided are multi-language coded, available as SDK, applications or from cloud and platform agnostic. Available in

http://www.immixgroup.com/cyber/
SecureLogix delivers a unified call security and authentication solution to enterprise, federal and military markets worldwide. Real-time security policy enforcement capabilities prevent call-level attacks, fraud, service abuse and disruption on enterprise voice/UC communications networks.

Our patented solutions, developed in partnership with the U.S. Department of Homeland Security, have filtered and secured billions of calls over the past 20 years for some of the world’s largest corporations and military installations. For more information, visit SecureLogix at www.securelogix.com.

Secureworks® (NASDAQ: SCWX) is a technology-driven cybersecurity leader that protects organizations in the digitally connected world. Built on proprietary technologies and world-class threat intelligence, our applications and solutions help prevent, detect and respond to cyber threats. Red Cloak™ software brings advanced threat analytics to thousands of customers, and the Secureworks Counter Threat Platform™ processes more than 300 billion threat events per day.

We understand complex security environments and are passionate about simplifying security with Defense in Concert™ so that security becomes a business enabler. More than 4,000 customers in over 50 countries are protected by Secureworks, benefit from our network effect.

SecurityFirst™ provides innovative and affordable software solutions that protect one of the world’s most valuable assets – digital data. SecurityFirst specializes in data-centric cyber solutions that provide cryptographic splitting across a range of security options for robust data security and policy-defined access controls – all intended to meet the growing mandate for data privacy. DataKeep™ software solutions deliver controlled access to data to track unauthorized activity regardless of the data location, and protects any data from being exposed in the event of a breach by rendering it useless to hackers.

SentinelOne is the future of Endpoint Protection. Static, signature-based solutions are no match for today’s advanced cyber threats, and the lack of integration with incident response tools leaves a gap between detection and remediation during which organizations are still highly vulnerable.
SentinelOne Endpoint Protection Platform (EPP) unifies endpoint threat prevention, detection and response in a single platform driven by sophisticated machine learning and intelligent automation. With SentinelOne, organizations can predict malicious behavior across all vectors, rapidly eliminate threats with fully-automated integrated response capabilities, and adapt their defenses against the most advanced cyber attacks.

Monitor autonomously and silently. Once deployed onto Windows, OS X or Linux-based endpoint devices, the SentinelOne agent performs continuous full system monitoring of all low-level activity with almost no performance drain. The agent functions even when the device is disconnected, and cannot be tampered with.

Stay steps ahead of advanced threats. SentinelOne’s Dynamic Behavior Tracking (DBT) Engine applies sophisticated machine learning to identify advanced malware, exploits and other cyber attacks.

Visualize attacks with real-time forensics. SentinelOne EPP generates forensic information and storyline visualizations, mapping out the attack’s point of origin and progression across endpoints in real-time.

Close the vulnerability gap between detection and response. SentinelOne EPP automates the entire incident response process, relieving IT teams of error-prone manual mitigation procedures. It rapidly eliminates threats and returns files back to trusted states.

Seamlessly adapt your defenses. SentinelOne EPP auto-immunizes endpoints, notifying other SentinelOne agents on the network as soon as an attack is detected.

Shape Security is a startup that has developed an entirely new type of website defense product to protect against modern attacks. Shape has raised $66M from Kleiner Perkins, Venrock, Norwest Venture Partners, Google Ventures, Sierra Ventures, Allegis Capital, Wing Ventures, Eric Schmidt’s Tomorrow Ventures, Baseline Ventures, and others.

Supporting more than six million software professionals and over 22,000 companies in 194 countries, SmartBear is the leader in software quality tools for teams. The company’s products help deliver the highest quality and best performing software possible while helping teams ship code at nearly impossible velocities. With products for API testing, UI testing, code review and performance monitoring across mobile, web and desktop applications, SmartBear equips every development, testing and operations team member with the tools to ensure quality at every stage of the software cycle. For more information, visit: smartbear.com.

Spirent Communications (LSE: SPT) is a global leader with deep expertise and decades of experience in testing, assurance, analytics and security, serving developers, service providers, and enterprise networks. We help bring clarity to increasingly complex technological and business challenges. Spirent’s customers have made a promise to their customers to deliver superior performance. Spirent assures that those promises are fulfilled.
SquirrelWERKZ Inc. is a Cyber-Economic Threat Intelligence (CETI) Products and Services Company. We combine 15+ professional threat, risk and investigative career domains into a single solution model to better:

Predict the activities, behaviors and actions associated with the 21st century corporate, economic and government threats (Cyber-economic) to business outcomes. Prescribe highly relevant and actionable courses-of-action required to optimize business outcomes given the nature of the 21st century cyber-enabled, nation-state sponsored anti-trust, market manipulation and fraud campaigns. Manage ongoing threat actors and activity in a manner more consistent with the nature and complexity of nation-state or organized crime affiliated cyber-economic campaigns.

SquirrelWERKZ is uniquely positioned to deliver these services, as we invented the cyber-economic methods, techniques and toolkits to identify cyber-economic threats and currently serve as the sole provider of these services and only do so on a selective basis.

20258 Island View Ct., Sterling, VA 20165,
http://www.squirrelwerkz.com/

StackRox helps enterprises secure their container and Kubernetes deployments at scale. The StackRox Kubernetes Security Platform enables security and DevOps teams to enforce their compliance and security policies across the entire BUILD-DEPLOY-RUN container life cycle. StackRox integrates with your CI/CD pipeline and security tools, making it seamless to operationalize within your existing environment. Customers include banks and other financial institutions, technology and e-commerce companies, cloud-native startups and government agencies.

700 E El Camino Real #200, Mountain View, CA 94040,
http://www.stackrox.com/

SyferLock is an innovative provider of next-generation authentication and security solutions. SyferLock’s patented software-based authentication and security solutions enable enterprises and government organizations to cost-effectively address strong authentication / 2 factor authentication to secure every access point, including computers, networks, online access and mobile devices, across a range of applications including proprietary networks, cloud computing and mobile devices. SyferLock’s user friendly solutions deliver enhanced single-factor, two-factor and multi-factor authentication through tokenless one-time passwords or PINs without the need for any additional hardware, tokens or client-side software, providing superior security along with greatly reduced TCO. SyferLock’s flexible methodology is easy to deploy, is extremely lightweight and can be deployed in a High-Availability (HA) cluster.

917 Bridgeport Avenue, Shelton, CT 06484,
http://www.syferlock.com/

Symantec Corporation (NASDAQ:SYMC), the world’s leading cyber security company, helps organizations, governments and people secure their most important data wherever it lives. Organizations across the world look to Symantec for strategic, integrated solutions to defend against sophisticated attacks across endpoints, cloud and infrastructure. Likewise, a global community of more than 50 million people and families rely on Symantec’s Norton and LifeLock product suites to protect their digital lives at home and across their devices. For additional
A mobile workforce fueled by BYOD is fast replacing traditional computing as the most complex work platform for IT professionals to manage. IT shops are now forced to support platforms running outside of their standard networks creating a nearly insurmountable dilemma for maintaining service quality and security.

SyncDog, Inc. offsets this burden in a comprehensive solution that manages pro-active mobile device monitoring, mobile device security, mobile application containerization, and compliance reporting. Our flagship product SyncDog Sentinel solves the mobility service & security dilemma that keeps IT staff in the dark about service disruptions and security issues caused by malicious and careless users. With SyncDog Sentinel, IT administrators have the enterprise visibility to be proactive with application delivery and security giving them the freedom to focus on driving revenue to the organization.

The mobile workforce is the new enterprise norm and disruptions to mobile service delivery and system-wide security can be devastating to both revenue and reputation. SyncDog Sentinel is a powerful combination of low overhead and predictive intelligence for all of today’s mobile platforms. Your network supports every transaction crossing it and SyncDog helps you understand it.

Sysdig is the container intelligence company. We have created the only unified platform to deliver monitoring, security, and troubleshooting in a microservices-friendly architecture. Our open source technologies have attracted a community of over a million developers, administrators and other IT professionals looking for deep visibility into systems and containers. Our container intelligence platform monitors and secures millions of containers across hundreds of enterprises, including Fortune 500 companies, Federal Government and web-scale properties.

Sysdig Monitor, part of the Sysdig Container Intelligence Platform, is the most powerful container-native monitoring and troubleshooting solution. It comes out-of-the-box with unmatched container visibility and deep orchestrator integrations, including Red Hat Openshift, Kubernetes, Docker, AWS ECS, and Mesos. It is available as both a Cloud and an On-premises software offering.

Sysdig Secure is the most powerful run-time security and forensics solution for your containers and microservices. Sysdig Secure, part of the Sysdig Container Intelligence Platform, comes out-of-the-box with unmatched container visibility and deep orchestrator integrations, including Openshift, Kubernetes, Docker, AWS ECS, and Mesos. It is available as both a Cloud and an On-Premise Software offering.

Trace-driven Troubleshooting: Capture detailed system information that allow you to troubleshoot containers even after they’re long gone. Sysdig Secure is the most powerful run-time security and forensics solution for your containers and microservices. Sysdig Secure, part of the Sysdig Container Intelligence Platform, comes out-of-the-box with unmatched container visibility and deep orchestrator integrations, including Openshift, Kubernetes, Docker, AWS ECS, and Mesos. It is available as both a Cloud and an On-Premise Software offering.
Tanium was founded to deliver a new and innovative approach to endpoint management and security that delivers instant visibility and responsiveness that does not slow down as the enterprise environment scales. Tanium is empowering the largest enterprises in the world to gather critical information globally from every endpoint and drive remediating action in seconds, including the distribution of patches, applications, and tools - all from a single server.

Tenable™, Inc. is the Cyber Exposure company. Over 23,000 organizations of all sizes around the globe rely on Tenable to manage and measure their modern attack surface to accurately understand and reduce cyber risk. As the creator of Nessus®, Tenable built its platform from the ground up to deeply understand assets, networks and vulnerabilities, extending this knowledge and expertise into Tenable.io™ to deliver the world’s first platform to provide live visibility into any asset on any computing platform. Tenable customers include more than 50 percent of the Fortune 500, large government agencies and mid-sized organizations across the private and public sectors. Learn more at tenable.com.

A contest is now underway through December 31, 2019 where Tenable public sector partners can compete to win two tickets to a 2020 IndyCar race. Don’t forget to register! To learn more, download this PDF.

Designed by analysts but built for the entire team (security operations, threat intelligence, incident response and security leadership), ThreatConnect’s intelligence-driven security operations platform is the only solution available today with intelligence, automation, analytics and workflows in a single platform. Centralize your intelligence, establish process consistency, scale operations and measure your effectiveness in one place. To learn more about ThreatConnect’s threat intelligence platform (TIP) or security orchestration, automation and response (SOAR) solutions, visit www.ThreatConnect.com.

Thursby is an American company, the market leader in enterprise Apple iPad, iPhone and Mac integration, management and security. Historically, integration was Apple to Microsoft-focused server infrastructure, and more recently cloud and Android. Clients range from the Pentagon, to Johns Hopkins, to the Discovery Channel and BMW. Support ranges from personal devices (BYOD) to organizationally or government furnished equipment across multiple sites and countries. Founded in 1986, we have over 80,000 clients in over 140 countries and well over a million software licenses sold. Clients include organizations with hundreds to thousands of devices under management and over 30,000 net new clients have been added since 2010. Clients range from government, to healthcare, finance and enterprise, to education and research, including the FORTUNE 500, Global 2000 and OEM (our technology under their brands). Partners include Apple, Microsoft, Juniper, Samsung and others. Thursby is US-owned,
operated and a US Government General Services Administration (GSA) schedule holder. Engineering, worldwide support and sales are housed together in a custom-built and company-owned headquarters complex in Arlington, Texas (Dallas-Fort Worth). Technical support or sales is straight to a real person, a member of a specialist team, by phone or email. Privately held and profitable throughout our history, with multi-million annual revenues, we offer all the advantages of a focused startup, along with the financial stability, deep client understanding and the strong technical experience that come from over a quarter century of innovative product releases. A particular appeal of our software to organizations is its leverage of standards, not seeking to lock-in to proprietary new server or cloud-based software. We focus on Apple and Android enterprise integration and an ecosystem of national and international distributors and resellers.

4901 S Collins St., Arlington TX 76018 USA, http://www.thursby.com/

---

Thycotic, a global leader in next-generation IT security solutions, delivers an indispensable, comprehensive Privileged Account Management solution to protect your “keys to the kingdom” from cyber-attacks and insider threats. Unlike any other security offering, Thycotic Secret Server assures the protection of privileged accounts while being the fastest to deploy, easiest to use, scalable enterprise-class solution offered at a competitive price. Already securing privileged account access for more than 3,500 organizations worldwide, including Fortune 500 enterprises; Thycotic Secret Server is simply your best value for PAM protection.


---

As a global leader in cloud security, Trend Micro develops Internet content security and threat management solutions that make the world safe for businesses and consumers to exchange digital information. With more than 20 years of experience, we’re recognized as the market leader in server security for delivering top-ranked client, server, and cloud-based security solutions that stop threats faster and protect data in physical, virtualized, and cloud environments.

10101 N. De Anza Blvd., Cupertino, CA 95014, http://www.trendmicro.com

---

Tufin Orchestration Suite

Network Security Policy Orchestration

Tufin® is a leader in Network Security Policy Orchestration, serving more than half of the top 50 companies in the Forbes Global 2000. Tufin simplifies management of some of the largest, most complex networks in the world that consist of thousands of firewall and network devices and emerging hybrid cloud infrastructures. Enterprises select the award-winning Tufin Orchestration Suite™ to increase agility in the face of ever-changing business demands while maintaining a robust security posture. Tufin reduces the attack surface and meets the need for greater visibility into secure and reliable application connectivity. Its network security automation enables enterprises to implement changes in minutes with proactive risk analysis and continuous policy compliance. Tufin serves over 2,100 customers spanning all industries and geographies.
As a market-leading provider of Network Security Policy Orchestration, Tufin takes a policy-based approach to automate change requests to boost security and increase agility for the world’s largest organizations and most complex networks. From the application to the firewall, Tufin unifies security policy and provides advanced automation capabilities to increase business agility, eliminate errors from manual processes and ensure continuous compliance.

Agility and Security with Network Security Policy Orchestration:

End-to-end security change automation - implement security changes in minutes instead of days
Unified security policy
Compliance and audit readiness - ensure continuous compliance with security standards
Single pane of glass for managing security policy - reduce complexity of managing hybrid networks

2 Oliver St.,
Boston, MA 02109,
http://tufin.com

Uplogix provides the first fully integrated remote management solution. Our co-located management appliances automate routine administration, maintenance and recovery tasks—securely and regardless of network availability. In comparison, traditional network and systems management depends on the network, uses multiple tools, and remains labor intensive. Uplogix puts the power of your most trusted IT administrator everywhere, all the time.

7600B N. Capital of Texas Hwy., Suite 220, Austin, TX 78731-1189,
http://www.uplogix.com

Varonis is a leading provider of software solutions that protect data from insider threats and cyberattacks. Through an innovative software platform, Varonis allows organizations to analyze, secure, manage, and migrate their volumes of unstructured data. Varonis specializes in file and email systems that store valuable spreadsheets, word processing documents, presentations, audio and video files, emails, and text. This rapidly growing data often contains an enterprise’s financial information, product plans, strategic initiatives, intellectual property, and confidential employee, customer or patient records. IT and business personnel deploy Varonis software for a variety of use cases, including data security, governance and compliance, user behavior analytics, archiving, search, and file synchronization and sharing. With offices and partners worldwide, Varonis had approximately 4,350 customers as of December 31, 2015, spanning leading firms in the financial services, public, healthcare, industrial, energy & utilities, technology, consumer and retail, education and media & entertainment sectors.

1250 Broadway, 29th Floor, New York, NY 10001,
www.varonis.com

Vectra technology picks up where perimeter security leaves off by extending network security deeper into the network to look for all phases of an ongoing cyber attack. • Passive deployment monitors all internal and internet traffic • Applies data science, machine learning and behavioral analysis to network traffic to automatically detect all phases of an attack • Detects unknown and zero-day threats, as well as targeted attacks • Automatically pinpoints hosts under attack and prioritizes threats that pose the greatest business risk

550 South Winchester Blvd, #200, San Jose, CA 95128,
http://www.vectranetworks.com
Veriato develops intelligent, powerful solutions that provide companies with visibility into, and understanding of, the human behaviors and activities occurring within their network, making them more secure and productive.

Thousands of companies in over 100 countries use our software. We enable our customers to protect their most valuable assets, reduce risk, and gain unparalleled visibility into operations.

From temporary focused investigations, to long term employee monitoring coupled with user and entity behavior analytics, we have your organization covered.

4440 PGA Blvd, Suite 500, Palm Beach Gardens, FL 33458, http://www.veriato.com/

Vound LLC is fast becoming a world leader in software for digital investigations and eDiscovery through the Intella® suite of products.

Vound’s goals are to meet and create software for the changing world of computer forensics and eDiscovery. Through the new field of Forensic Search, Vound delivers innovative software products that guide all levels of computer users and investigators to search and review a wide range of documents and data types.

1153 Bergen Parkway, #1537/#M267, Evergreen, Colorado 80439, https://www.vound-software.com/home

WindTalker™ is an innovative method of making self-protecting data. By allowing cradle-to-grave protection of the data itself, network security is no longer a limitation, and data is free to roam the cloud.

3000 Northfield Place, Suite 400, Roswell, GA 30076, http://www.windtalkersecurity.com

Wynyard Group is a market leader in risk management and crime fighting software used in investigations and intelligence operations by government agencies at the federal, regional, state and local levels.

Wynyard solutions help solve and prevent crime, defend against cyber threats and counter terrorism. Wynyard’s powerful software platform combines big data, advanced crime analytics and tradecraft to identify persons of interest, stop offenders and protect victims. We help investigators and analysts identify connections, patterns, and key intelligence that might otherwise be missed; perform rapid analyses of diverse data types; and quickly turn data into clear, easily understood visualizations.

Wynyard has more than 100,000 users of its solutions and offices in the United States, Canada, United Kingdom, Australia, New Zealand and United Arab Emirates.

Wynyard Group,
39899 Balentine Drive,
Suite 200, Newark, CA 94560,
http://www.wynyardgroup.com

ZeroFOX, the innovator of social media security, protects modern organizations from the
Dynamic risks of social media and digital channels. Each day, ZeroFOX’s cloud-based, SaaS platform processes millions of posts and accounts across the social landscape, spanning Facebook, LinkedIn, Twitter, Instagram, Google+, YouTube and more. Using targeted data collection, intelligent analysis and automated remediation, ZeroFOX protects businesses and government agencies around the world against phishing attacks, information loss, account compromise, fraud, compliance violations and financial loss.

1834 S. Charles Street, Baltimore, MD 21230,
https://www.zerofox.com/

ZyLAB’s modular e-discovery and enterprise information management solutions enable organizations to manage all data, in any format, to mitigate risk, reduce costs, investigate matters and elicit business productivity and intelligence. For 25 years ZyLAB has been a market leader due to its unique ability to provide modular solutions to meet specific customer requirements as well as deliver advanced capabilities for multi language support, searching, content analytics, document reviewing, and e-mail and records management. The ZyLAB eDiscovery & Production system is directly aligned with the Electronic Discovery Reference Model (EDRM) and features modules for forensic sound collection, culling, advanced e-mail conversion (Exchange and Lotus Notes) and legal review. ZyLAB’s products and services are used on an enterprise level by corporations, government agencies, courts, and law firms, as well as on specific projects for legal services, auditing, and accounting providers. ZyLAB systems are also available in a Software-as-a-Services (SaaS) model.

7918 Jones Branch Drive, Suite 230, McLean, VA 22102,
http://www.zylab.com